**Πρότυπο εκπαιδευτικού δελτίου**

|  |  |
| --- | --- |
| **Τίτλος**  | Πλαίσιο και πόροι της ΕΕ για την κυβερνοασφάλεια των ΜΜΕ  |
| **Λέξεις-κλειδιά (μεταετικέτα)** | Κυβερνοασφάλεια, Ευρωπαϊκή Ένωση |
| **Γλώσσα** | Ελληνικά |
| **Στόχοι /Διδάγματα** | * Κατανόηση της πολιτικής της ΕΕ για την ασφάλεια στον κυβερνοχώρο (της εξέλιξής της και εμπλεκόμενοι φορείς)
* Μάθετε πώς η ΕΕ στηρίζει τις ΜΜΕ στον τομέα της κυβερνοασφάλειας
 |
| **Περιοχή προπόνησης: (Επιλέξτε μία)** |
| **Online / Ψηφιακό Μάρκετινγκ / Ασφάλεια στον Κυβερνοχώρο** | **x** |
| **Ηλεκτρονικό Εμπόριο / Χρηματοδότηση** |  |
| **Ψηφιακή Ευεξία** |  |
| **Έξυπνη εργασία / Ψηφιακοί Νομάδες** |  |
| **Περιγραφή:**  | Οι ΜΜΕ αποτελούν τη ραχοκοκαλιά της ευρωπαϊκής οικονομίας και αποτελούν ολοένα και περισσότερο στόχο κυβερνοεπιθέσεων. Τις τελευταίες δεκαετίες, η ΕΕ έχει αυξήσει τη δέσμευση και τις αρμοδιότητές της στον τομέα της κυβερνοασφάλειας. Η ενότητα αυτή θα συμβάλει στην καλύτερη κατανόηση του τρόπου με τον οποίο η ΕΕ αντιμετωπίζει την ασφάλεια στον κυβερνοχώρο και των πόρων που διαθέτουν οι ευρωπαϊκές ΜΜΕ για να αντιμετωπίσουν τις προκλήσεις από τις κυβερνοεπιθέσεις. |
| **Περιεχόμενα διατεταγμένα σε 3 επίπεδα** | **Πλαίσιο και πόροι της ΕΕ για την κυβερνοασφάλεια των ΜΜΕ** * 1. **Πλαίσιο και πόροι της ΕΕ για την κυβερνοασφάλεια των ΜΜΕ**

1.1.1 ΜΜΕ και κυβερνοασφάλεια στην Ευρώπη: το πλαίσιο1.1.2 Εξέλιξη της πολιτικής της ΕΕ για την ασφάλεια στον κυβερνοχώρο1.1.3 Θεσμική αρχιτεκτονική της ΕΕ στον τομέα της κυβερνοασφάλειας1.1.4 Πόροι για τις ΜΜΕ  |
| **Αυτοαξιολόγηση (ερωτήματα και απαντήσεις πολλαπλής επιλογής)** | 1. **Στη δεκαετία του '80, η επικρατούσα στάση της ΕΕ απέναντι στην ασφάλεια στον κυβερνοχώρο ήταν:**

**α.- κυρίως οικονομικά**β.- απευθύνεται μόνο στην προστασία των πολιτώνγ.- δεν σχετίζεται με τη δημιουργία ενιαίας αγοράς1. **Πόσα σκέλη έχει η ΕΕ στον τομέα της κυβερνοασφάλειας;**

**α.- 2****β.- 3****γ.- 5**1. **Ποιος από τους ακόλουθους οργανισμούς δεν είναιειδικευμένος** οργανισμός της ΕΕ  **για την ασφάλεια στον κυβερνοχώρο;**

α.- ENISAβ.- Ευρωπόλ – Ευρωπαϊκό Κέντρο για εγκλήματα στον κυβερνοχώρο (EC3)**γ.- Εθνικές Μονάδες Ηλεκτρονικού Εγκλήματος**1. **Ποιος οργανισμός της ΕΕ στηρίζει κυρίως τις ΜΜΕ στον τομέα της κυβερνοασφάλειας:**

α.- EASME**β.- ENISA**γ.- Cedefop1. **Πώς μπορούν να επωφεληθούν οι ευρωπαϊκές ΜΜΕ από τις δραστηριότητες του ENISA;**

α.- ατομική διαβούλευση μέσω διαδικτύου**β.- ελεύθερα διαθέσιμο υλικό στον δικτυακό τόπο του ENISA**γ.- εγγραφή μέλους |
| **Πηγές (βίντεο, σύνδεσμος αναφοράς)** |  |
| **Σχετικό υλικό** |  |
| **Σχετικά PPT** | ESMERALD\_ΚΥΜΠΕΡΣ\_IHF.pptx |
| **Βιβλιογραφία** | Carrapico, H., & Farrand, B. (2020). Discursive continuity and change in the time of Covid-19: the case of EU cybersecurity policy. *Journal of European Integration*, *42*(8), 1111-1126.Christou, G. (2016). *Cybersecurity in the European Union: Resilience and adaptability in governance policy*. Springer.ENISA (2021), Cybersecurity for SMEsENISA website, Link: <https://www.enisa.europa.eu/> Verizon (2019), Link: <https://enterprise.verizon.com/resources/reports/dbir>Whyte, C. (2021). European Union: Policy, cohesion, and supranational experiences with cybersecurity. In *Routledge Companion to Global Cyber-Security Strategy* (pp. 201-210). Routledge. |
| **Παρέχεται από** | IHF |