**Scheda formativa**

|  |  |  |
| --- | --- | --- |
| **Titolo** | Quadro e risorse dell'UE per la cybersecurity delle PMI | |
| **Parole chiave (meta tag)** | Cybersecurity, Unione Europea | |
| **Lingua** | Inglese | |
| **Obiettivi / Finalità / Risultati di Apprendimento** | * Comprendere la politica dell'UE in materia di cybersecurity (la sua evoluzione e gli attori coinvolti) * Scoprire come l'UE sostiene le PMI nell’ambito della cybersecurity | |
| **Area formativa: (Selezionane una)** | | |
| **Online / Digital Marketing / Cyber-Security** | | **x** |
| **E-Commerce / Finanziamenti** | |  |
| **Benessere digitale** | |  |
| **Smart work / Nomadi digitali** | |  |
| **Descrizione** | Le PMI sono la spina dorsale dell'economia europea e sono sempre più bersaglio di attacchi informatici. Negli ultimi decenni l'UE ha aumentato il proprio impegno e le proprie competenze in materia di cybersecurity. Questo modulo aiuterà a capire meglio come l'UE affronta la cybersecurity e quali risorse dispongono le PMI europee per affrontare le sfide degli attacchi informatici. | |
| **Contenuti disposti in 3 livelli** | **Quadro e risorse dell'UE per la cybersecurity delle PMI**   * 1. **Quadro e risorse dell'UE per la cybersecurity delle PMI**   1.1.1 Le PMI e la cybersecurity in Europa: il contesto  1.1.2 Evoluzione della politica dell'UE in materia di cybersecurity  1.1.3 Architettura istituzionale dell'UE in materia di cybersecurity  1.1.4 Risorse per le PMI | |
| **Autovalutazione (domande e risposte a scelta multipla)** | 1. **Negli anni '80, l'atteggiamento prevalente nei confronti della cybersecurity dell'UE era:**   **a.- per lo più economico**  b.- indirizzato esclusivamente alla protezione dei cittadini  c.- non connesso con la creazione di un mercato unico   1. **Quanti filoni ha l'UE nella cibersicurezza?**   a.- 2  **b.- 3**  c.- 5   1. **Quale delle seguenti organizzazioni non è un'agenzia dell'UE specializzata in materia di cybersecurity?**   a.- ENISA  b.- Europol – Centro europeo per la lotta alla criminalità informatica (EC3)  **c.- Unità nazionali per la criminalità informatica**   1. **Quale Agenzia dell'UE sostiene principalmente le PMI in materia di cybersecurity:**   a.- EASME  **b.- ENISA**  c.- Cedefop   1. **In che modo le PMI europee possono trarre vantaggio dalle attività dell'ENISA?**   a.- consulenza individuale online  **b.- materiale liberamente disponibile sul sito dell'ENISA**  c.- sottoscrivere un abbonamento | |
| **Risorse (video, link di riferimento)** |  | |
| **Materiale correlato** |  | |
| **PPT correlati** | ESMERALD\_CYBERSEC\_IHF.pptx | |
| **Bibliografia** | Carrapico, H., & Farrand, B. (2020). Continuità discorsiva e cambiamento ai tempi del Covid-19: il caso della politica di cybersecurity dell'UE. *Giornale dell'integrazione europea*, *42*(8), 1111-1126.  Christou, G. (2016). *Cibersicurezza nell'Unione europea: resilienza e adattabilità nella politica di governance*. Springer.  ENISA (2021), Cybersecurity per le PMI  Sito web ENISA, Link: <https://www.enisa.europa.eu/>  Verizon (2019), Link: <https://enterprise.verizon.com/resources/reports/dbir>  Whyte, C. (2021). Unione europea: politiche, coesione ed esperienze sovranazionali in materia di cibersicurezza. In *Routledge Companion to Global Cyber-Security Strategy* (pp. 201-210). Routledge. | |
| **Fornito da** | IHF | |