**Wzór karty szkolenia**

|  |  |  |
| --- | --- | --- |
| **Tytuł** | Unijne ramy i zasoby dotyczące bezpieczeństwa cybernetycznego MŚP | |
| **Kluczowe słowa (meta tag)** | Cyberbezpieczeństwo, Unia Europejska | |
| **Język** | Angielski | |
| **Założenia/Cele/Wyniki nauczania** | * Zrozumienie polityki UE w zakresie bezpieczeństwa cybernetycznego (jej ewolucji i zaangażowanych podmiotów) * Dowiedzenie się, w jaki sposób UE wspiera MŚP w dziedzinie bezpieczeństwa cybernetycznego | |
| **Obszary szkolenia (wybierz jeden)** | | |
| **Online / Digital Marketing / Cyberbezpieczeństwo** | | **x** |
| **E-Handel/ Finansowanie** | |  |
| **Cyfrowy dobrobyt** | |  |
| **Praca inteligentna/ Cyfrowi Nomadowie** | |  |
| **Opis** | MŚP stanowią podstawę europejskiej gospodarki i coraz częściej stają się celem ataków cybernetycznych. W ostatnich dekadach UE zwiększyła swoje zaangażowanie i kompetencje w zakresie cyberbezpieczeństwa. Moduł ten pomoże lepiej zrozumieć, w jaki sposób UE zajmuje się bezpieczeństwem cybernetycznym i jakie zasoby mają europejskie MŚP, aby stawić czoła wyzwaniom związanym z atakami cybernetycznymi. | |
| **Zawartość uszeregowana na 3 poziomach** | **Unijne ramy i zasoby dotyczące bezpieczeństwa cybernetycznego MŚP**  **1.1 Unijne ramy i zasoby dotyczące bezpieczeństwa cybernetycznego MŚP**  1.1.1 MŚP i bezpieczeństwo cybernetyczne w Europie: kontekst  1.1.2 Ewolucja polityki UE w zakresie bezpieczeństwa cybernetycznego  1.1.3 Architektura instytucjonalna UE w zakresie bezpieczeństwa cybernetycznego  1.1.4 Zasoby dla MŚP | |
| **Samoocena (pytania i odpowiedzi wielokrotnego wyboru)** | 1. **W latach 80-tych dominujące podejście do cyberbezpieczeństwa UE było:**   **a. głównie ekonomiczne**  b. dotyczyło jedynie ochrony obywateli  c. brak związku z tworzeniem jednolitego rynku   1. **Ile aspektów ma UE w zakresie bezpieczeństwa cybernetycznego?**   **a.- 2**  **b.- 3**  **c.- 5**  **3. Która z poniższych organizacji nie jest agencją UE specjalizującą się w cyberbezpieczeństwie?**  a. ENISA  b. Europol - Europejskie Centrum ds. Cyberprzestępczości (EC3)  c. **Krajowe jednostki ds. cyberprzestępczości**  **7.Która agencja UE najczęściej wspiera MŚP w zakresie cyberbezpieczeństwa:**  a. EASME  **b. ENISA**  c. Cedefop  **8.W jaki sposób europejskie MŚP mogą skorzystać z działań ENISA?**  a. indywidualne konsultacje online  **b. swobodnie dostępne materiały na stronie internetowej ENISA**  c. subskrybowanie członkostwa | |
| **Żródła (video, linki referencyjne)** |  | |
| **Material powiązany** |  | |
| **Powiązane PPT** | ESMERALD\_CYBERSEC\_IHF.pptx | |
| **Bibliografia** | Carrapico, H., & Farrand, B. (2020). Discursive continuity and change in the time of Covid-19: the case of EU cybersecurity policy. *Journal of European Integration*, *42*(8), 1111-1126.  Christou, G. (2016). *Cybersecurity in the European Union: Resilience and adaptability in governance policy*. Springer.  ENISA (2021), Cybersecurity for SMEs  ENISA website, Link: [https://www.enisa.europa.eu/](about:blank)  Verizon (2019), Link: [https://enterprise.verizon.com/resources/reports/dbir](about:blank)  Whyte, C. (2021). European Union: Policy, cohesion, and supranational experiences with cybersecurity. In *Routledge Companion to Global Cyber-Security Strategy* (pp. 201-210). Routledge. | |
| **Dostarczane przez** | IHF | |